
Google   COVID-19   Exposure   Noti�cations   Service   Additional   Terms   
 
Last   Modi�ed:   May   4,   2020  
 
By   clicking   “accept”   below,   you   agree   to   the   following   terms   in   order   to   use   the   Google  
COVID-19   Exposure   Noti�cations   Service   (the   “ Service ”):   (1)   the    Google   APIs   Terms   of   Service ,  
and   (2)   these   Google   COVID-19   Exposure   Noti�cations   Service   Additional   Terms   (the  
“ Additional   Terms ”)   (collectively,   the   “ Terms ”).    
 
Please   read   each   of   these   documents   carefully.   Together,   the   Terms   govern   your   access   to   and  
use   of   the   Service.   The   Terms   are   e�ective   as   of   the   date   you   click   to   accept   the   Additional  
Terms   (the   “ E�ective   Date ”).   If   you   are   accepting   the   Terms   on   behalf   of   an   entity   or
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consent.   Diagnosis   Keys   may   only   be   retained   for   30   days   from   the   time  
of   collection.   Diagnosis   Keys   may   only   be   linked   with   personal   data   to  
the   minimum   extent   and   for   the   minimum   duration   necessary   to   verify   a  
positive   case   of   COVID-19   in   your   App.   For   purposes   of   this   Section,   the  
terms   “keys,”   “Rolling   Proximity   Identi�ers,”   and   “Diagnosis   Keys”   have  
the   meanings   speci�ed   in   the    Exposure   Noti�cation   Cryptography  
Speci�cation .  

v. You   and   your   App   may   not   associate   Diagnosis   Keys   from   di�erent   end  
users   or   devices,   or   otherwise   use   the   Service   to   link   together   speci�c  
individuals.  

vi. While   end   users   of   your   App   may   provide   personal   data   as   pa�   of   their  
use   of   the   App,   you   will   not   share   this   end-user   personal   data   with  
Google.   You   may   only   share   end-user   personal   data   with   third   pa�ies  
with   user   consent,   and   only   as   necessary   for   COVID-19   response   e�o�s.    

vii. You   may   not   link,   share,   impo�,   or   transfer   any   end-user   data   collected  
in   another   app   with   end-user   data   obtained   in   Your   App   without   user  
consent   (e.g.,   for   purposes   of   migrating   users   from   one   of   your   existing  
COVID-19   apps   to   your   App).   For   clarity,   you   may   not   link   any   end-user  
data   that   may   be   accessed   through   a   permission   per   (c)(iii)   below.    

c. Permissions .    
i. Your   App   may   not   request   the   Location,   Bluetooth_Admin,   Special  

Access,   Privileged,   or   Signature   permissions,   or   collect   any   device  
information   to   identify   or   track   the   precise   location   of   end   users.    

ii. Your   App   may   not   request   any   other   runtime   permissions   (e.g.,   Contacts,  
Storage)   unless   expressly   authorized   by   Google.    

iii. You   may   not   use   or   combine   any   data   obtained   through   the   permissions  
described   in   (c)(i-ii)   above   granted   to   another   app   (even   if   you   own   or  
operate   that   app)   with   data   collected   or   otherwise   obtained   in   your   App.  

 
4. Government   Entities.    If   you   are   a   government   entity,   the   following   terms   apply:  

a. Governing   law .   For   government   entities   other   than   the   U.S.   federal   government,  
the   last   paragraph   of   the    Google   APIs   Terms   of   Service    is   deleted   in   its   entirety  
and   replaced   with   the   following:   “If   you   are   accepting   the   Terms   on   behalf   of   a  
government   entity   other   than   the   U.S.   federal   government,   the   pa�ies   agree   to  
remain   silent   regarding   governing   law   and   venue.”  

b. U.S.   Government   restricted   rights .   Under   48   CFR   §§   12   and   227,   the   Service   is  
"commercial   computer   so�ware"   and   is   licensed   to   the   U.S.   government   solely  
under   the   restricted   rights   described   in   these   Terms.  
 

5. General  
a. The    Google   APIs   Terms   of   Service    remains   in   full   force   and   e�ect   except   as  

modi�ed   by   these   Additional   Terms.    
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b. The   Service   is   technology   provided   to   facilitate   exposure   noti�cation   e�o�s,  
and   is   not   intended   to   be   and   is   not   a   ce�i�ed   medical   device   or   medical   device  
data   system   (or   equivalent   designation   in   the   applicable   jurisdiction),   nor   is   it  
meant   to   be   used   for   any   medical,   diagnostic,   prognostic   or   treatment  
purposes.   Google   does   not   warrant   that   the   Service   (1)   was   developed,   tested,  
or   provided   in   accordance   with   medical   device   standards   or   requirements,   or   (2)  
complies   with   medical   device   laws   or   related   requirements.   It   remains   your   sole  
responsibility   to   ensure   that   your   App   complies   with   all   applicable   laws   and  
regulations.  


